Fiche de Renseignements

Concours de recrutement d'ingénieurs
(Spécialité: Sécurité des Systemes d'informations / Ré  seaux)

au titre de I'année 2013

1. IDENTIFICATION

Nom et Prénom

Nom de jeune fille

Date et lieu de naissance Le ...... /... [ PP
Numeéro de la Carte d'ldentité Nationale
Date et lieu d'émission délivrée, le .....[.... cceuunnnnn. - SR

2. CONTACT

Adresse

Code postal

Ville

Adresse électronique

Numéro de téléphone

3. BACCALAUREAT

Section

Année d'obtention du baccalauréat

Session

O Principale O Contréle

Mention
(Veuillez cocher (x) la case correspondante)

Passable |Assez bien Bien Tres bien

4. ETUDES SUPERIEURES (depuis le baccalauréat et année par année.)

Résultat *
Année Universitaire Etablissement Filiere et Niveau d'étude Admis Echec
Passable | Assez bien Bien Trés bien
* cochez la case correspondante
NB: - Fournir une copie de toute piece justificative
- Toute fausse déclaration entrainera obligatoirement le rejet de la candidature 1/4




5. DIPLOME D'INGENIEUR

1 (100 = 18 0 1101 o ' =Y (OO E

S 0= 7= 11 (= OSSP

Année d'obtention du dipléme ‘ ‘ ‘ ‘ ‘

Etablissement d'obtention du diplOme e e et e e e e e re e e e e ennnes

Mention Passable [Assez bien Bien Tres bien

(Cochez (x) la case correspondante)

6. PROJET DE FIN D'ETUDES (Pour I'obtention du dipléme d'ingénieur)

Intitulé du projet

Organisme A'ACCUEBIL e e e e e e e e e e e e e e e e et baateaeeearrraaeeaa

=40 o - PP UTUUURRRRRRRTPPIR

Description du projet (Ne pas dépasser 10 lignes)

7. STAGES

PERIODE ORGANISME D'ACCEUIL SUJET DU STAGE

NB: - Fournir une copie de toute piece justificative
- Toute fausse déclaration entrainera obligatoirement le rejet de la candidature 2/4



8. EXPERIENCE PROFESSIONELLE

PERIODE

EMPLOYEUR

DESCRIPTION DU POSTE

9. CONNAISSANCES / COMPETENCES

DOMAINE

THEME

APPRECIATION*

Aucune Basique Bonne | Excellente

Sécurité de
I'information

Méthodes et outils de gestion des risques.

Cryptographie et infrastructures a clé publique

Réglementation, normes et standards régissant la sécurité de l'information.

Gouvernance de la sécurité, élaboration de PSSI et implémentation de SMSI

Techniques et outils de sécurisation des systémes et des réseaux d'entreprises

Réseaux et systemes

Topologie des réseaux et protocoles

pare-feux, IPS/IDS, Relais...)

Maitrise des systemes d'exploitation Linux et MS. Windows Server

Gestion de bases de données (MySQL, SQLServer, ...)

stockage (SAN, NAS).

Techniques et outils de sécurisation des systémes et des réseaux d'entreprises

Configuration et administration d'équipements Réseaux divers (commutateurs, routeurs,

Systemes d'exploitations pour terminaux mobiles (Android, iOS ou Windows Phone..)

Maitrise des techniques de virtualisation (VMWare, Citrix,..), de sauvegarde et de

Développement /
Programmation

Ouitils et techniques de conception et de modélisation (UML, Merise..)

Ouitils et langages de développement d'applications informatiques (PHP,
JAVAIJ2EE,JSP,..)

Scripting sous Python, Shell et Perl

Gestion de projets

Maitrise d'une méthodologie de gestion de projets (TenStep, Six Sigma, Agile...)

* cochez la case correspondante

10. FORMATIONS

DATE

THEME DE LA FORMATION

PRESTATAIRE DE LA FORMATION

NB: - Fournir une copie de toute piece justificative
- Toute fausse déclaration entrainera obligatoirement le rejet de la candidature
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11. CERTIFICATIONS (exple: CCNA, CISSP, TOEIC, TOEFL, MCSA, efc...)

DATE D'OBTENTION | DATE LIMITE DE VALIDITE INTITULE DU CERTIFICAT

ORGANISME CERTIFICATEUR

Signature

Je soussigné(e) (nom et prénom du candidat)

des renseignements transmis dans le cadre de cette candidature.

NB:

- Fournir une copie de toute piéce justificative
- Toute fausse déclaration entrainera obligatoirement le rejet de la candidature

......... certifie sur I’honneur I'exactitude

(Signature du candidat)
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